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Stay ahead of major
security threats.

Get 14 days free on us.

Cyber criminals are savvy, and with the right

Start your free trial. cybersecurity solutions, so are you. Cyber Defense,
> Same-day installation® powered by CyFlare, equips your organization with
> 24/7/365 protection thc_e tools needed to im!)rove your digital deff.-nses.
SR I [ With our 14_-da)_/ free trial, y_ou can Emcover hidden
rate* threats lurking in your email and Microsoft 365

environments, and identify any dormant phishing,
malware and ransomware activity, so you know

> Tool agnostic

> Single pane of
glass view exactly where you stand.

*Dependent upon Customer Cyber Defense Email Security
QR e IS U Email protection for Microsoft 365 and G-Suite against

simple steps to process

installation. phishing, malware, data theft and account takeover.

**As of February 2025.
Cyber Defense XDR M365

Comprehensive protection for the Microsoft 365 suite,

providing customizable threat alerts, reducing alert

fatigue and protecting against multiple entry points P
for ransomware that can infiltrate and harm your network.

Promotion terms:

Trial Period for “Cyber Defense Email Security - Basic, Advanced and Complete” Products. Licensee will have the right to use the Cyber Defense Email Security Products for a fourteen
(14) calendar day trial period commencing upon the last day of execution of the Order Form (“Trial Period”) at no cost to Licensee. The Product Term will be for a minimum of 12 months and
shall automatically commence upon the expiration of the trial period, unless Licensee provides Crown Castle with written notice of its intent to terminate the Test Product at any time during
the Trial Period. During the Product Term, Licensee will pay the MRC related to the respective product tier (Basic $7.78 per user mailbox, Advanced $9.02 per user mailbox or Complete
$15.26 per user mailbox and NRC set forth in this Order Form. Licensee agrees that Part VIII of the “Crown Castle Terms and Conditions” available at https://www.crowncastle.com/
terms-and-conditions (“Online Terms”) will govern the Cyber Defense Product hereunder, unless Licensee has an executed a Managed Security Supplement with Crown Castle, then such
document will govern.

Trial Period for Cyber Defense XDR M365 Product Only. Notwithstanding the Product Term listed above, Licensee will have the right to use the Cyber Defense XDR M365 Test Product for a
[Select one - seven (7) or fourteen (14)] calendar day trial period commencing upon the last day of execution of the Order Form (“Trial Period”) at no cost to Licensee. The Product Term
will be for a minimum of 12 months and shall automatically commence upon the expiration of the Trial Period, unless Licensee provides Crown Castle with written notice of its intent to
terminate the Test Product at any time during the Trial Period. During the Product Term, Licensee will pay the MRC of $3.84 per user and NRC set forth in this Order Form. Licensee
agrees that Part VIII of the “Crown Castle Terms and Conditions” available at https://www.crowncastle.com/terms-and-conditions (“Online Terms”) will govern the Cyber Defense Product
hereunder, unless Licensee has an executed a Managed Security Supplement with Crown Castle, then such document will govern.
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It’s day 0. Your
network 1s straining.

L
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As external threats increase, the
pressure from within is building.

Cyber threats are becoming more serious, frequent and sophisticated.
While this is happening, you and your team are expected to manage an
increasingly complicated network with new demands and challenges.

It can feel like pressure mounting from every direction—in a way that’s
difficult to sustain.

Vendor sprawl False positives

T teams are overwhelmed with a
deluge of alerts—most not
requiring attention.

Too many security technologies
are hard to manage and keep
well-tuned.

Lean IT

Stretched resources make it hard to
keep pace with day-to-day threats,
let alone strategic initiatives.

Complexity

As your architecture grows
organically, it becomes hard to
secure, harder to scale and
prohibitively expensive to change.

Regulatory changes

Evolving compliance requirements
can leave you scrambling to keep up.

Training and skillsets

In a fast-changing industry, staying
ahead of every new tactic and
vulnerability is a challenge.

Let’s talk today.

It takes 24 hours to get basic monitoring live and less than 60
days for full enterprise onboarding. Reach out to get started.

Call 888-681-8978

Tomorrow 1S
a new day.

Welcome to day 1 with
Crown Castle’s Cyber Defense.

You don’t have to accept the status quo. See how your life changes
the day you implement our fully managed security operations center
as-a-service (SOCaaS) solution, powered by CyFlare.

Unified management Better alert accuracy
You’ll have a single point of control With our 98% true positive rate,
for all your security solutions you’ll reduce alert fatigue and make
without the need to manage sure real issues don’t go unnoticed.

multiple vendors.
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Smooth transitions Around-the-clock

Cyber Defense wraps around your momtormg
current infrastructure, so you can
dramatically improve your SecOps

A fully staffed, US-based operations
_ _ _ _ center monitors your network
without major disruptions. 24/7/365, freeing your team to

focus elsewhere.
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Quick responses Expanded expertise
Cyber Defense’s automation tools Our security professionals

and incident playbooks speed up add valuable experience and

your mean time to response (MTTR), knowledge to your team, so you're
keeping you ready and compliant. always current on the latest threats.
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